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		Your network contains an Active Directory domain named contoso.com. The domain contains a file server named Server1 that runs Windows Server 2012 R2.


You view the effective policy settings of Server1 as shown in the exhibit. (Click the Exhibit button.) 
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On Server1, you have a folder named C:Share1 that is shared as Share1. Share1 contains confidential data. A group named Group1 has full control of the content in Share1.


You need to ensure that an entry is added to the event log whenever a member of Group1 deletes a file in Share1.


What should you configure?
A . the Audit File Share setting of Servers GPO
B . the Sharing settings of C:Share1
C . the Audit File System setting of Servers GPO
D . the Security settings of C:Share1

View Answer

Answer: D


Explanation:


You can use Computer Management to track all connections to shared resources on a Windows Server 2008 R2 system.


Whenever a user or computer connects to a shared resource, Windows Server 2008 R2 lists a connection in the Sessions node.


File access, modification and deletion can only be tracked, if the object access auditing is enabled you can see the entries in the event log.


To view connections to shared resources, type net session at a command prompt or follow these steps:


In Computer Management, connect to the computer on which you created the shared resource.


In the console tree, expand System Tools, expand Shared Folders, and then select Sessions. You can now view connections to shares for users and computers.


To enable folder permission auditing, you can follow the below steps:
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