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		Scenario:


User password caching must be disabled in an environment due to an information technology security policy.


The security policy also mandates the following:


– Devices should NOT be allowed to be offline for more than 3 days.


– Devices should recognize updates to applications in under 24 hours in the event of critical security updates.


– Users should conduct application upgrades within 3 days of a device recognizing the availability of an update.


Which combination of settings should a Citrix Engineer recommend to meet the requirements of the security policy?
A . AD password for authentication; maximum offline period of 24 hours; and app update grace period of 72 hours (3 days)
B . AD password for authentication; maximum offline period of 72 hours (3 days); and app update grace period of 72 hours (3 days)
C . Worx PIN for authentication; maximum offline period of 72 hours (3 days); and app update grace period of 24 hours
D . Worx PIN for authentication; maximum offline period of 24 hours; and app update grace period of 72 hours (3 days)
E . Worx PIN for authentication; maximum offline period of 72 hours (3 days); and app update grace period of 72 hours (3 days)

View Answer

Answer: A
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