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Each correct answer represents a complete solution. Choose all that apply.
A . Use on-screen keyboards and speech-to-text conversion software which can also be useful agains keyloggers, as there are no typing or mouse movements involved.
B . Remove the SNMP agent or disable the SNMP service.
C . Use commercially available anti-keyloggers such as PrivacyKeyboard.
D . Monitor the programs running on the server to see whether any new process is running on the server or not.

View Answer

Answer: A,C,D
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